Close Brothers Group plc Annual Report 2025

Risk report

Effective management of the risks we face is
central to everything we do

The group faces a number of risks in the normal course of its
business providing lending, deposit taking and securities
trading. To manage these effectively, a consistent approach
is adopted based on a set of overarching principles, namely:

e adhering to our established and proven business model,
as outlined on pages 16 to 17;

¢ implementing an integrated risk management approach
based on the concept of three lines of defence; and

¢ setting and operating within clearly defined risk appetites,
monitored with defined metrics and limits.

This risk report provides a summary of our approach to risk
management, covering each of the key aspects of the
group’s Enterprise Risk Management Framework.
Information on each of the group’s principal risks, including
an overview of the frameworks in place to manage them, is
also included, together with an overview of current emerging
risks and uncertainties.

All disclosures in the risk report are unaudited unless
otherwise stated.

Enterprise risk management

An enterprise-wide framework designed to
provide the Board and senior management with
oversight of the group’s financial position as well
as the risks that might adversely affect it.

The framework details the core risk management
components and structures used across the group,
and defines a consistent and measurable approach to
identifying, assessing, controlling and mitigating,
reviewing and monitoring, and reporting risk — the risk
process life cycle.

This sets out the activities, tools, techniques and
organisational arrangements designed to identify the
principal and emerging risks facing the group; and
that appropriate responses are in place to mitigate
these risks and prevent detriment to its customers
and colleagues. This is an enabler for the group to
meet its goals and enhance its ability to respond to
new opportunities.

The framework is purposely designed to allow the
capture of business opportunities whilst maintaining
an appropriate balance of risk and reward within the
group’s agreed risk appetite.

Enterprise Risk Management Framework

Principal and

emerging risks

Risk
governance




Risk culture and awareness

An effective risk culture is embedded throughout
the group.

Maintenance of an effective risk management culture is
integral to the group in meeting its regulatory conduct
requirements and assisting the accomplishment of key
strategic goals.

The risk culture:

e supports the group and its Directors in meeting their legal
and regulatory obligations, particularly with respect to the
identification and management of risks and the need for a
robust control environment;

¢ underpins the group’s purpose, strategy, cultural attributes
and values;

¢ provides enhanced awareness of risk in business
operations by highlighting strengths and weaknesses and
their materiality to the business and, in turn, facilitating
informed decision-making;

e optimises business performance by facilitating challenge
of ineffective controls and improving the allocation of
resources;

* improves the group’s control environment; and
e assists in the planning and prioritisation of key projects
and initiatives.

Risk culture

Locally embedded

Risks managed in an open, transparent and
objective manner.

Independent second line
Providing oversight, advice and assurance.

Open escalation channels

Escalation of risks and concerns encouraged, driving
individual accountability.

Risk and reward

Regular evaluations encourage long-term
stewardship behaviours.

While risk management is led centrally, it is embedded
locally within our businesses. Managers actively promote a
culture in which risks are identified, assessed, managed and
reported in an open, transparent and objective manner, and
staff conduct is viewed as critical.

All members of staff are responsible for risk identification and
reporting within their area of responsibility and are
encouraged to escalate risks and concerns where necessary,
either through line or business management or by following
the provisions of the group Whistleblowing Policy.

The group risk management function operates independently
of the business, providing oversight and advice on the
operation of the risk framework, assurance that agreed
processes operate effectively and that a risk and conduct
culture is embedded within the business.

The relationship between risk and reward is also a key
priority with all staff evaluated against both agreed objectives
(the “what”) and desired behaviours (the “how”). This
encourages long-term stewardship behaviours together with
a strong and appropriate risk and conduct culture.

For further information on our approach to remuneration for
the group’s Directors see pages 147 to 163.

Locally
embedded

Risk and
reward

Independent
second line

Open
escalation
channels
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Risk report continued

Risk governance

Role of the Board

The Board retains overall responsibility for overseeing the
maintenance of a system of internal control, to ensure that
an effective risk management framework and oversight
process operate across the group. The risk management
framework and associated governance arrangements are
designed to ensure a clear organisational structure with
distinct, transparent and consistent lines of responsibility and
effective processes to identify, manage, monitor and report
the risks to which the group is, or may become, exposed. On
an annual basis, the Board reviews the effectiveness of the
group’s risk management and internal control systems.
Further details on the Board review of risk management and
internal controls is provided on pages 124 to 126.

Risk management across the group is overseen by the

Risk Committee. The committee is responsible for reviewing
risk appetite, monitoring the group’s risk profile against this
and reviewing the day-to-day effectiveness of the risk
management framework. In addition, the committee is
responsible for overseeing the maintenance and
development of an appropriate and supportive risk culture
and for providing risk input into the alignment of
remuneration with performance against risk appetite.

Risk committee structure

The committee’s key areas of focus over the last financial
year are set out on pages 144 to 146.

The group closely monitors its risk profile to ensure that it
continues to align with its strategic objectives as
documented on pages 10 to 11. The Board considers that
the group’s current risk profile remains consistent with its
strategic objectives.

Together, these committees facilitate an effective flow of key
risk information, as well as functioning to support
appropriate risk management at each stage of the risk
process life cycle. They also provide an escalation channel
for any risks or concerns, supporting the maintenance of an
effective risk culture. The group’s risk governance framework
is designed to enable the group to respond to changes in the
risk and the broader regulatory environment in a considered
and effective manner, with oversight from the Board, and
during the year the committees have operated where needed
in an agile manner, convening on an ad hoc basis if required
in addition to regular scheduled sessions. During the year the
effectiveness of these committees and their terms of
reference were reviewed to ensure they remain fit for
purpose and all committees continue to work efficiently and
effectively.

The Board

Risk Committee

Executive committees

Group Risk and
Compliance Committee

Model Governance Committee
Capital Adequacy Committee

Bank Asset and
Liability Committee

Group Asset and
Liability Committee

Risk-specific committees

Credit Risk Management
Committee

Divisional committees

Divisional risk and
compliance committees

Group Credit Committee
Impairment Adequacy Committee

Operations and Technology
Risk Committee



Risk committee overview

Aligned to these core principles, the governance framework operates through various delegations of authority from the Board
downwards, with a number of committees focused on risk management. The delegations of authority cover both individual
authorities as well as authorities exercised via the group’s risk committee structure.

Group Risk and Compliance Provides oversight of the group’s risk profile, alignment to risk appetite and effectiveness of

Committee

the risk management and compliance framework.

Model Governance
Committee

Provides oversight of the group’s exposure to model risk through the review, approval and
monitoring of all high-materiality models.

Capital Adequacy
Committee

Monitors group and bank capital adequacy, incorporating capital planning, stress testing,
governance, processes and controls.

Bank Asset and Liability
Committee

Provides oversight of the Banking division’s risk management and internal controls and its
subsidiaries across liquidity, funding and non-traded market risk.

Group Asset and Liability
Committee

Provides oversight of the company and wider group’s risk management and internal controls
across liquidity, funding and market risk.

Credit Risk Management
Committee

Monitors the group’s credit risk profile, examining current performance and key portfolio
trends, ensuring compliance with risk appetite.

Group Credit Committee

Reviews material credit transactions and exposures from a credit, reputational, funding
structure and business risk perspective.

Impairment Adequacy
Committee

Governs the Banking division’s impairment process, reviewing the financial position relating
to impairment and ensuring adequate coverage is held across the portfolio.

Operations and Technology

Risk Committee

Monitors and oversees group-wide operational resilience, including technology, security,
supplier and operational risk appetite, examining industry, regulatory and technical risks.

Divisional risk and
compliance committees

Provide oversight of risk profile, alignment to risk appetite and effectiveness of the risk
management and compliance framework at a divisional or business level.

Three lines of defence

The group’s risk management approach is underpinned by a strong governance framework founded on a three lines of defence

model.

The governance framework is considered appropriate to both the size and strategic intentions of the group. The key principles

underlying this approach are that:

¢ business management owns all the risks assumed throughout the group and is responsible for their day-to-day management

to ensure that risk and reward are balanced;

¢ the Board and business management together promote a culture in which risks are identified, assessed and reported in an
open, transparent and objective manner;
¢ the overriding priority is to protect the group’s long-term viability and produce sustainable medium to long-term revenue

streams;

e risk functions are independent of the businesses and provide oversight of and advice on the management of risk across the

group;

¢ risk management activities across the group are proportionate to the scale and complexity of the group’s individual

businesses;

¢ risk mitigation and control activities are commensurate with the degree of risk; and
¢ risk management and control supports decision-making.
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Risk report continued

Three lines of defence

First line of defence Key features

The businesses

Group Risk and Compliance Committee

(reports to the Risk Committee)

The Chief Executive delegates to divisional and operating
business Chief Executives the day-to-day responsibility for
risk management, regulatory compliance, internal control
and conduct in running their divisions or businesses.

Business management has day-to-day ownership,

responsibility and accountability for:

¢ identifying and assessing risks;

e managing and controlling risks;

e measuring risk (key risk indicators / early warning
indicators);

* mitigating risks, including controls framework and
effectiveness;

® reporting risks;

® committee structure and reporting; and

* management and self-assessment of operational
resilience capabilities.

Promotes a strong risk culture and focus on
sustainable risk-adjusted returns.

Implements the risk framework.

Promotes a culture of adhering to limits and
managing risk exposures and ongoing self-
assessment.

Promotes a culture of focus on good customer
outcomes.

Promotes responsibility for ongoing monitoring of
positions and management and control of risks
and controls effectiveness, including testing of
controls, alongside portfolio optimisation.

Second line of defence Key features

Risk and compliance
Risk Committee (reports to the Board)

The Risk Committee delegates day-to-day responsibility for
oversight and challenge on risk-related issues to the Group
Chief Risk Officer.

Risk functions (including compliance) provide support,
assurance and independent challenge on:

¢ the design and operation of the risk framework and
methodologies;

® risk assessment;

® risk appetite and strategy;

e risk reporting;

* adequacy of mitigation plans and effectiveness of risk
decisions taken by business management;

e group risk profile; and

* committee governance and challenge.

Internal audit
Audit Committee (reports to the Board)

The Audit Committee mandates the Group Head of Internal
Audit with day-to-day responsibility for independent
assurance.

Internal audit provides independent assurance on:

e first and second lines of defence;

e appropriateness/effectiveness of internal controls; and
o effectiveness of policy implementation.

Oversees embedding of the risk framework and
supporting methodologies, taking an integrated
approach to risk and compliance (qualitative and
quantitative).

Promotes a strong and effective risk and control
culture across the group.

Undertakes compliance monitoring and risk
assurance activities.

Supports through developing and advising on
risk and compliance strategies.

Facilitates constructive check and challenge.
Oversight of business conduct and customer
outcomes.

Draws on deep knowledge of the group and its
businesses.

Provides independent assurance on the activities
of the group, including the risk management
framework.

Assesses the appropriateness and effectiveness
of internal controls.

Incorporates review of culture, conduct and
customer outcomes.



Risk management and internal controls

Supporting the foundation of a strong risk management
structure

Aligned to the risk governance framework, oversight across
the group is supported by the maintenance of a range of
internal controls. These cover risk, compliance, and financial
management and reporting, and control processes. The
controls are designed to ensure the accuracy and reliability
of the group’s financial information and financial and
regulatory reporting.

The main features of these controls with respect to financial
reporting include consistently applied accounting policies,
clearly defined lines of responsibility and processes for the
review and oversight of disclosures within the Annual Report.
These controls are overseen by the Audit Committee.

The group policy framework, overseen by the Board, is a key
component of the group’s Enterprise Risk Management
Framework, supporting the foundation of a strong risk
management structure. Group policies are supported by
group standards, and by divisional/business-level policies
and procedures which, together, outline the way in which
policy is implemented and detail the process controls in
place to ensure compliance. The accounting policies form
part of this broader policy framework, alongside policies and
standards relating to the group’s principal risks.

This structure establishes a link between group strategy and
day-to-day operations in a manner consistent with agreed
risk appetite. Simultaneously they facilitate Board and
executive-level oversight and assurance as to the application
of the strategy via conformance with underlying policy and
standard requirements.

Review of effectiveness of risk management and
internal control systems

Throughout the year, the Board, assisted by the Risk
Committee and the Audit Committee, actively monitors the
group’s risk management and internal control systems and
reviews their effectiveness to seek to ensure the
maintenance of an effective risk management and internal
control framework. A review of the effectiveness has been
performed, covering all material controls, including financial,
operational and compliance controls. Further detail on the
Board review of the risk management and internal controls is
provided on page 124.

Group policy framework

Enterprise Risk Management Framework

roup policies

Group standards

Divisional and business policies

Procedures

Risk appetite

Enabling key risk decisions in delivering the group’s
strategic objectives

Risk appetite forms a key component of the group’s risk
management framework and refers to the sources and levels
of risk that the group is willing to assume in order to achieve
its strategic objectives and business plan. It is managed via
an established framework that facilitates ongoing
communication between the Board and management with
respect to the group’s evolving risk profile. This enables key
decisions concerning the allocation of group resources to be
made on an informed basis.

Risk appetite is set on a top-down basis by the Board with
consideration to business requests and executive
recommendation. Appetite measures, both qualitative and
quantitative, are applied to inform both decision-making and
monitoring and reporting processes. Early-warning triggers
are also employed to drive required corrective action before
overall tolerance levels are reached.

The group conducts a formal review of its risk appetites
annually to align risk-taking with the achievement of strategic
objectives. Adherence is monitored through the group’s risk
committees on an ongoing basis, with interim updates to
individual risk appetites considered as appropriate through
the year.

Stress testing
Assessing and understanding future levels of risk

Stress testing represents another core component of the risk
management framework and is employed, alongside
scenario analysis, to support assessment and understanding
of the risks to which the group might be exposed in the
future. As such, it provides valuable insight to the Board and
senior management, playing an important role in the
formulation and pursuit of the group’s strategic objectives.
All stress testing activities are overseen by the Scenario
Planning Forum, which considers the various risks impacting
the business and recommends actions required to enhance
the group’s stress testing ability.

Stress testing activity within the group is designed to meet
three principal objectives:

1.inform capital and liquidity planning — including liquidity
and funding risk assessment, contingency planning and
recovery and resolution planning;

2. support ongoing risk and portfolio management —
including risk appetite calibration, strategic decisioning
and planning, risk and reward optimisation and business
resilience planning; and

3. provide a check on the outputs and accuracy of risk
models - including the identification of non-linear effects
when aggregating risks.

To support these objectives, stress testing is designed to
cover the group’s most material risks, with activity
conducted at various levels, ranging from extensive group-
wide scenario analysis to simple portfolio sensitivity analysis.

Stress testing also represents a critical component of both
the group’s Internal Capital Adequacy Assessment Process
(“ICAAP”) and Internal Liquidity Adequacy Assessment
Process (“ILAAP”), with scenario analysis additionally
employed as part of the group’s Recovery Plan.
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Principal and emerging risks

Principal risks

At the core of the Enterprise Risk Management Framework
and risk process life cycle sits the group’s suite of principal
risks.

These are the risks which have been identified as those most
material in the delivery of the group’s strategic objectives.
This suite is subject to ongoing review to ensure that the
framework remains aligned to the prevailing risk
environment.

Following review and challenge, it has been determined that
the existing suite of principal risks detailed in our prior year’s
report remains broadly reflective of those faced currently.
However, as part of our continual review of the prevailing risk
landscape, it is recognised that underlying risk drivers may
have changed and our approach to managing them has in
turn evolved in step with them. For example, these activities
have also resulted in the promotion during the financial year
of cyber risk to a principal risk, having been previously
captured as a key risk under operational risk. Similarly,
reflective of the breadth and depth of change and
transformation programmes under way and the inherent risk
associated with execution of this strategic shift, change
execution risk has been elevated to a principal risk from
within our previous suite of emerging risks.

The table on pages 76 to 78 gives an overview of these
principal risks and possible impacts, as well as the outlook
pertaining to these. More detailed information on each of
these follows on pages 80 to 112 which set out the
frameworks in place to manage these risks.

This should not be regarded as a complete and
comprehensive statement of all potential risks faced by the
group but reflects those which the group currently believes
could have a significant impact on its future performance.

Climate risk

Running alongside the suite of principal risks is climate risk,
which the group categorises as a cross-cutting risk, as the
impacts arising from climate change have the ability to
impact across the spectrum of principal risks. In addition,
transitional risks from climate change which may have a
medium to longer-term impact on the group’s product
offering, operations and strategic direction are captured in
the group’s emerging risks. For further information on the
group’s climate risk response, see the group Sustainability
Report on pages 27 to 48.

Climate risk represents a continued area of focus, and the
group continues to closely monitor government and
regulatory developments in parallel to managing its own
carbon footprint and supporting its customers to manage
their climate risk impacts. The short-dated tenor of the
lending book and strong business model resilience
capabilities mitigate current risk exposure while the
continued embedding of the climate risk framework will
enable the group to review the evolution of the risk
landscape on an ongoing basis.

Emerging risks

The group’s suite of principal risks is accompanied by a
portfolio of emerging risks reflecting broader market
uncertainties. The group defines an emerging risk as a risk
that may potentially become material in the delivery of the
group’s strategic objectives but the risk and its applicability
to the group may not yet be fully understood or assessed.
This incorporates input and insight from both a top-down
and bottom-up perspective:

Top-down: identified by Directors and executives at a group
level via the Group Risk and Compliance Committee
(“GRCC”) and the Board.

Bottom-up: identified at a business level and escalated,
where appropriate, via risk updates to the GRCC.

This year, as explained above, an existing emerging risk
(change execution risk) has moved into our suite of principal
risks, reflecting our ongoing monitoring and assessment
activities.

The established framework for monitoring these risks
supports the group’s organisational readiness to respond.
Group-level emerging risks are monitored by the GRCC and
Risk Committee on an ongoing basis, with agreed mitigating
actions in place to ensure the group’s preparedness should a
risk crystallise. Ongoing monitoring also tracks several sub-
risks to support identification of key themes and within the
year the sub-risks covered has evolved accordingly in line
with the perceived risk landscape.

Emerging risks are considered on both an internal and
external basis with careful consideration given to likely
emergence periods. Additionally, active monitoring of the
correlation impacts across emerging risks, uncertainties and
principal risks is undertaken.



Principal and emerging risks

Emerging risks
Financial
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Principal risk

— Stable

Jd Risk decrease

Outlook

Business and strategic risk

The risk of realising lower than
anticipated profits or experiencing a
loss rather than a profit due to failure
to adapt to changing market
conditions, pursuing an ineffective
strategy or ineffective
implementation of strategy.

See page 80.

We continue to focus on supporting our customers, and on maintaining
underwriting standards and operational resilience, while we invest to support
future income generation, operational efficiency and cost savings.

¢ The business and strategic risk has stabilised in recent months following the

successful delivery of a number of management actions to strengthen our
capital position and ensure the group is well placed to navigate the current
uncertainty. However, business risk may increase in FY 2026 as the group
continues to progress a number of key strategic initiatives and change
programmes.

We are committed to delivering against our three strategic priorities of
Simplify, Optimise, and Grow. By simplifying our diverse portfolio of
businesses and improving the efficiency of our operations we are building a
more scalable platform to support future growth and deliver enhanced risk-
adjusted returns.

The group remains prepared for a range of different economic and business
scenarios to help ensure it has the resources and operational capability to
perform effectively.

Optimise

Grow

Capital risk

The risk that the group has
insufficient regulatory capital
(including equity and other loss-
absorbing debt instruments) to
operate effectively, including
meeting minimum regulatory
requirements, and to operate within
Board-approved risk appetite and
support its strategic goals.

See page 81.

In response to motor commissions uncertainty, we have strengthened our
capital position and maintained high levels of liquidity, substantially above
regulatory requirements. The group's CET1 capital ratio was 13.8% at 31
July 2025, reflecting significant progress on our capital actions. These
measures, which included the cancellation of the dividend, loan book
moderation, cost-saving initiatives, organic capital generation, and the sale of
CBAM (announced in September 2024 and completed in February 2025)
have been successfully implemented. This resulted in over £400 million of
CET1 capital generated or preserved as of 31 July 2025.

The PRA Policy Statement PS9/24 (“Implementation of the Basel 3.1
standards near-final part 2”) will have a negative impact on the group’s CET1
capital ratio from January 2027 given expected increases in credit risk
RWAs, however the group expects to receive a full offset in Pillar 2a
requirements at total capital level for the removal of the Pillar 1 RWA SME
support factor. As such, we expect the UK implementation of Basel 3.1 to
have a less significant impact on the group’s overall capital headroom
position than initially anticipated.

Simplify

Optimise

Grow

Change execution risk

Strategic, reputational, regulatory or
financial risk as a result of failure to
execute, embed and deliver

the outcomes of change successfully.

See page 84.

Change delivery capacity and capability continue to be areas of
management focus, to enable safe delivery of the significant change
programmes planned and under way to support the group’s
transformation.

Delivery capacity and capability remain key areas of management focus
to ensure the safe execution of the significant change programmes
both planned and in progress to support the group’s transformation.
Additional management oversight required may place further strain on
existing resources.

Optimise

Grow

Conduct risk

The risk that the group’s behaviours, or
those of its colleagues, whether
intentional or unintentional, result in
poor outcomes for customers or the
markets in which it operates. It is
rooted in the importance of delivering
good customer outcomes at every
stage of the customer journey.

See page 85.

The group will continue to invest in keeping abreast of regulatory
guidance and developments to maintain a strong focus on regulatory
expectations in relation to the delivery of good customer outcomes.

This includes adapting to the need for revised market strategies due to
the impact of regulatory change on product design and distribution.

The external macroeconomic environment continues to increase financial
pressure on consumers with an ongoing regulatory expectation to evolve
the effectiveness of the support remedies offered to customers with
vulnerabilities and those in financial difficulty.

Optimise

Grow

Credit risk

The risk of a reduction in earnings and/
or value due to the failure of a
counterparty or associated party, with
whom the group has contracted, to
meet its obligations as they fall due.

See page 86.

Despite signs of resilience in the UK economy over the past 12 months,
uncertainty continues to affect both individuals and SMEs.

If current macroeconomic conditions persist, there is a risk of increased
credit losses in the future.

Nonetheless, the credit quality of the loan book remains robust,
underpinned by the consistent application of prudent lending criteria and
risk appetite.




Principal risk Outlook

Cyber risk ¢ The threat landscape is evolving at pace with ransomware, phishing and

)
] - ] sophisticated supply chain attack being more prevalent and increasing owin =
The risks arising from |nadquate to ﬂse of Al by thesgft actors o i o o %
internal and external information and . ) T ) y o ] Q
cyber security, where failures impact ® CYber risk remains central to financial stability with significant emphasis 5]
the confidentiality, integrity and being placed on resilience through scenario testing, recovery planning and 2
availability of electronic data or integration of cyber into enterprise risk management frameworks. %
critical technology services. e Systemic risk from critical third parties and service providers are shaping

how we manage third-party risk.

See page 100. e Our journey to cloud will result in partnerships with cloud providers and third

parties which will ultimately require regulatory oversight with the aim to g

reduce systemic vulnerabilities. S

e Cyber risk management, as highlighted in the Bank of England July 2025 é

Financial Stability Report, remains a core component of operational resilience. §

Funding and liquidity risk * The group has a long-standing approach based on the principle IS

PR . of “borrow long, lend short” that provides significant funding resilience. o

E:S:ér;gg;srh:itnhaebﬂ;; ? ; :,:ISSS e funds The group also continues to benefit from its diverse funding mix and -
at an acceptable price or to access prudent maturity profile.

markets in a timely manner or ¢ Consistent with the funding plan, the bank expects to continue to lose a T

any decrease in the stability of the number of rate-sensitive corporate customers and the expected attrition 2

current funding base. from this segment to continue to be met through growth in retail 2

deposits. L

Liquidity risk is defined as the risk %

that the group, or any of its entities, o}

- I 3

do not have sufficient liquid assets @

to meet liabilities as they come due @

during normal and disrupted
markets.

See page 101.

Legal and regulatory risk ¢ We are operating in an environment of notably elevated legal and regulatory

The risk of non-c.ompllar)ce with . rLlsks, |r.10Iud!ng particularly regardlng hI.StOFIC8.| motor finance commissions.
laws and regulations which could egal risk with respect to the commissions matter has somewhat reduced

give rise to fines, litigation, sanctions  through the clarity provided by the recent Supreme Court judgment in
and/or direct claims by customers Johnson, Wrench and Hopcraft. However, a level of legal risk remains,

and the potential for material arising from possible actions of claims management companies and claimant
adverse impact upon the group. law firms. Notable regulatory uncertainty will also persist until the scope and

nature of the FCA’s forthcoming motor commission redress scheme are
established following the expected consultation period.

See page 103. e Regulatory risk remains elevated more broadly, including with the possibility
that further developments from the FCA’s ongoing Premium Finance Market
Study could impact our premium finance business or the markets in which
we operate.

Non-traded market risk e The group expects exposure to interest rate risk, credit spread risk and

The current or prospective risk to the foreign exchange (“FX”) risk to remain broadly stable.

group’s capital or earnings, arising
Grow from changes in interest rates, credit
spreads and foreign exchange rates
applied to the group’s non-trading
book.

Optimise

See page 104.
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Principal risk

Outlook

Simplify
Optimise

Grow

Operational risk

The risk of loss or customer harm
resulting from inadequate or failed
internal processes, people and
systems or external events. This
includes the risk of being unable
to recover systems quickly and
maintain critical services.

See page 106.

The established group-wide operational risk framework is currently being
enhanced as part of the group's investment in improved capability. This
includes transitioning to a new Governance, Risk and Compliance
system which will further enhance monitoring and oversight as well as
the provision of group-wide operational risk training. The group is also
undertaking a review of its Risk Target Operating Model to further
enhance risk management capability, capacity and embedment of risk
management across the group.

Following the Supreme Court’s ruling on motor finance commissions, we
await the FCA's redress proposals once the consultation phase
completes. Arrangements have been undertaken to ensure the group
can respond appropriately and at pace.

Simplify
Optimise

Grow

Reputational risk

The risk of detriment to stakeholder
perception of the group, leading to
impairment of its reputation and
future goals, due to any action or
inaction of the company, its
employees or associated third
parties.

See page 109.

Established group-wide and employee-level focus on responsibility and
sustainability enables an approach in all businesses that aligns to a
range of stakeholder expectations, which is supported by group-level
oversight.

Increased media attention, including in relation to any possible redress
schemes such as that associated with the FCA'’s review of historical
motor finance commission arrangements, may lead to an adverse
perception of the group.

a

Traded market risk

The risk that a change in the value of
an underlying market variable will
give rise to an adverse movement in
the value of the group’s trading
assets and liabilities.

See page 111.

The external macroeconomic environment may continue to impact
trading volumes and security valuations.




Risk report continued | Emerging risks

Short-term emergence Medium-term emergence

Mitigating actions and key developments

Emerging risks/uncertainty

Cross-cutting risks

Geopolitical uncertainty

The risk that UK or global
political events result in
disruption to the business or
negatively impact business
performance or prospects.

The group operates predominantly in the UK and Republic of Ireland, covering
approximately 98% of the loan book exposure. Nevertheless, geopolitical developments
(including international conflicts and any change in tariff regimes) have the potential to
directly or indirectly impact the group’s customers, operations or supply chain.

® The group has a strong financial position, maintaining capital and liquidity levels in excess

of regulatory minima.
Regular stress testing is undertaken on performance and financial position in the event
of various adverse conditions to test the robustness and resilience of the group.

Risk appetite is regularly reviewed to ensure it remains appropriate in the prevailing
geopolitical and macroeconomic environment.

Medium to long-term
transitional climate risks

The risk that the move to a
low carbon economy impacts
demand for the group’s
products and services.

Transitional climate risks across the medium to long term may potentially impact the
group’s product offering, operations and strategic direction. Monitoring is in place to
continually identify and assess climate risks and opportunities.

¢ Regular updates are provided to the Group Risk and Compliance Committee and Risk

Committee, which retains oversight responsibility, while senior management responsibility
is assigned to the Group Chief Risk Officer.

The group remains focused on supporting its customers in their transitions to a low carbon
economy.

Financial risks

Economic uncertainty

The risk that changes in the
external macroeconomic
environment or consumer
sentiment negatively impact
on the group’s performance
or prospects.

Persisting national or international macroeconomic uncertainty (for example, from financial
volatility or changes to macroeconomic policies) can impact business, customer and
broader market confidence. Specifically, elevated interest rates, inflation, and/or a rise in
unemployment has the potential to impact credit performance or demand for the group’s
products and services.

e The group’s business model aims to enable it to trade successfully and support clients in

a wide range of economic conditions. By maintaining a strong financial and capital position,
the group aims to be able to absorb short-term economic downturns, respond to any
change in activity or market demand, and in so doing build long-term relationships by
supporting clients when it really matters.

The group focuses on credit quality and returns rather than overall growth or market share
and continues to invest in the business for the long term, to support customers and clients
through the cycle.

Risk appetite is regularly reviewed to ensure it remains appropriate in the prevailing
macroeconomic environment. Regular stress testing is undertaken on performance and
financial position in the event of various adverse conditions to test the robustness and
resilience of the group.

Strategic risks

Strategic disruption

The risk that changes in
competition, technology,
competitor business models
or client expectations
negatively impact on demand
for the group’s products and
services.

Strategic disruption may arise from technological change or new business models that may
impact the group’s market position and future profitability.

While regulation remains a barrier to entry for many potential competitors, consumer
expectations continue to evolve, challenging existing capabilities and traditional
approaches.

Competitors are adapting in response, while new financial technology companies develop
alternative business models. For example, cloud-delivered solutions reduce barriers to
entry and new product time to market, allowing new competitors and start-ups to compete
in the marketplace more rapidly.

The growing adoption of Al by our competitors to improve their service offerings poses a
risk. The group acknowledges the benefits of investment in this technology and has started
the adoption and exploitation of strategic capabilities such as cloud and Al solutions in a
considered and incremental manner in line with our investment appetite.

Market developments are closely monitored through horizon scanning to identify emerging
dynamics as well as evolving preferences of the group’s customers. The group prides itself
on its knowledge of its customers, clients and the industries and sectors in which they
operate.
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